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Preface

The ancient Greek agorà was the place where people met other people to
communicate or discuss philosophical issues as well as human daily troubles
and joys. Nowadays, we are still attracted by the same kind of place even if
in a new virtual modality which is now made possible by internet technology.
The new current agorà has different names, for instance Myspace, Facebook
and other virtual squares where we go to when we want to encounter real or
virtual friends, or want to shop in a virtual market place.

The internet agorà has broken generational walls so that older people, as
well as the young, want to spend  part of  their own time with a computer
and internet applications.

The only troubling side of that is in considering a computer something like
a medium totem where we need to go, or a window open into the main
virtual square. Although many people feels it very comfortable to stay at
home and interact with others worldwide from one’s own beloved armchair,
the pleasure of going outside and meeting real persons and shops should
not be in contrast with internet services. Ubiquitous Computing and Pervasive
Systems are novel compromises which are capable of putting together
internet services and real open environments. All that we do by means of a
pc, we can now do also living and moving among real people and real things,
with a little help from wireless technology.

Ubiquitous Computing and Pervasive systems are no more futuristic visions;
they are something easy to be implemented. Mobile devices and
programming languages are there, available to be used to this end.



The question why pervasive applications have not fully replaced pc internet
applications yet is very likely to be singled out in commercial issues.
Nevertheless, the pervasive solution does not seem to have actual alternatives
at the moment, and it seems more likely to have the strength of an obligatory
direction.

Many engineering faculties introduce pervasive systems in regular courses
as well as other faculty, as for instance in the field of motor sciences or
commerce, where the actual advantages of a pervasive technology are as
evident as attractive.

This book has been written mainly having in mind its use as a text book for
regular courses in engineering-technological faculties where a wide
discussion and technical elements are requested.

A. Genco, 2010




